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Children’s Safety

It has been brought to our attention that some of our younger
children have been coming to school by themselves in the
mornings. Our school policy is that ONLY children in Year 5 and 6
can come to school or go home alone when parents/carers have
given written consent. Without written consent this cannot be
agreed.

Children travelling alone either on foot or on public transport are
vulnerable and can be exposed to risks of exploitation, theft and
abuse. Therefore, please ensure that children come to school and
are picked up from school by someone who is 16 or over.

Recently, we have had reported cases of children being
approached by strangers in the street whilst travelling to school.
Children have been offered items such as sweets and pocket
knives or have been questioned about what they are wearing or
where they are going. We have reported this to the local police.

Children at St Edward’s are encouraged to speak to a member of
staff in school about any concerns they have. Please also continue
to speak to your children about being safe especially when they
are out. By working together we can ensure that we keep our
children safe and give them the confidence to speak out if they
have a concern of any sort.
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Wizz is'a networking app which allows users to connect and chat with'other, people around the world S
Its principle is similar to a dating platform: users have a profile with up to three photos, along with§ 5
optional interests and hobbies tags. This allows other like-minded people to be recommended inlig

searches. If a user likes what they see on someone’s profile, they can initiate conversation
through the instant message feature; otherwise they swipe on. The app does use age
N verification technology,when an account is created and groups users by age.
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TALK ITOUT BE SUPPORTIVE

If your child has downloaded Wizz, talk to them about why t ke When connecting with strangers on o like Wizz,
it ind who've chatted i delails co 3h quickly pre

with. Have they shared any perso ssemingly innocent chats can quickly progress to become uluali{ \\
with this person or connected with tham on other social medio explicit and lead to nudes being sent. Make sure your child knows to come
rms? Refresh your child's memory of the various risks thot to you if they're uncomfortable about anything they've been sent or been
can arise from oﬂqm ing with strangers online and get them to asked to send. If they've aiready shared something that they now regret,
consider using a similar app with more robust salety features. reassure them that you'll support them no matter whot.

EMPHASISE CAUTION KEEP THINGS TRANSPARENT

Young people are far more inclined to see the good in others; they often 4 It might feel awkward, but regular chats about your child’s online on
ook the fact that scammers set up fake accounts on apps like this life can be beneficial. If they seem suddenly anxious or secretive
with the intention of “oulng money of personal data. Remind them o around their rhono or tablet, t may have wmothln? they need
that not everyone online is who they claim to be, how .o-Y itis for A0 to get off their chest. You could also consider not allowing digital
someone to create a bogus profile, and why it's vital to think twice oy devices in their bedroom, especially overnight - that's w a lot
about sharing anything on networking opps. « -~ of the riskier conversations on apps like Wizz tend to take ploce.
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